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The Saa$S (Software as a Service) Solutions Shared Responsibility Model below outlines the
privacy and data security responsibilities for our Customers, Resolver®, and Amazon Web
Services (AWS) while using one of our Saa$s solutions.
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Saas Solutions Shared Responsibility Model

Note:
® The Customer is responsible for application security and data uploaded into any
Resolver’s Saas solutions. See Clause 7, Your Responsibilities in the Resolver Inc. Terms
of Service agreement for further information.


http://www.resolver.com/wp-content/uploads/2017/06/Resolver-Terms-of-Service-v.-1.2.3-2017-JUN-01.pdf

