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The security risk team is responsible for managing the app and creating the objects used during
risk assessments. Users in the Security Risk Team user group complete the following tasks:

Create new locations for profiling;

Send active locations back for profiling;

Create and profile assets;

Create and review risks; and

Review SRM reports. 

While members of the Security Risk Team user group can edit existing assets and
risks, they only have read-only access to active location objects. Members of the
Security Asset Team user group are responsible for editing locations.

The Security Risk Management app as displayed to a user in the Security Risk Team user group.


