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Once an assessment has been scoped, Compliance Team members must review its requirements.
All requirements assigned to you and your team will be available in Compliance Management >
Determine Applicability > Applicability Assessment.

To perform an applicability assessment:

1. Log into a user account from the Compliance Team user group.
2. Click the dropdown bar in the nav bar > Compliance Management to display the

Determine Applicability activity.
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The Compliance Management activity.

3. Click a requirement in the Applicability Assessment section to display it.

Compliance Management v Determine Applicability

Applicability Assessment

The following requirements require an applicability assessment. All applicable requirements will require a full risk assessment. Requirements
deemed not applicable can be accessed in the Not Applicable Requirements report.
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The Applicability Assessment section from the Determine Applicability page.

4. Review the requirement to determine if it's relevant to your line of business.
o The Requirement Name, Description, Subtopic, and Source of Requirement

fields may already be completed, depending on the content in your compliance
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Requirement Information

Review the requirement and associated requirement details to determine if the requirement is relevant
to your line of business. If the requirement is applicable, assign 3 Requirement Owner. If the
requirement is not applicable, provide a rationale for not applicable.

Description

If the Commissioner believes that an organization is not in compliance or is likely not to be, the
Commissicner may enter into a compliance agreement with the organization that is enforceable by
the Commissioner.

Source of Requirement

PIPEDA, section 17.1 (http:/laws-lois justi

PIPA, section 37, section 38, and section 54 (h
Acts&isbncin=9780779762507)

page=P06P5.cfmé&leg_ty

B.C. PIPA, section 53

(htiy vw.bclaws calcivix/documen 63_0 ion53)
A Guide to B.C.'s Personal Information Protection Act for Businesses and Organizations.
http svw.oipc.be.ca/guidance-documents/1438

framework. The Determine Applicability form.

5. Click the links within the Requirement Details section to review the specific areas your

organization must comply with.

Requirement Details

Review associated requirement details to gain a better understanding of the regulatory requirement.

Requirement Detail

Unique MName Source of Reguirement
ID
Compli
RD-18 ompliance PIPEDA, section 9 (http:/laws-lois.justice.gc.cafengfacts/P-8.6/section-9.himl)
Agreement
PIPA, section 37 (http:/fwww.gp.alberta.ca/1266.cfm?
RD-17 Alberta page=POEP5.cfmé&leg_type=~Acts&isbncin=9780773762507) Guide for Businesses and
approach QOrganizations on the Personal Information Protection Act (Alberta)
https:ffwww oipc ab.ca/media/383666/guide_for_businesses_on_pipa_nov2008 pdf
Alberta PIPA sections 38 and 54 (http:/iwww.qp.alberta.ca/1266 cfm?

page=POEP5.cfmé&leg_type=~Acts&isbncin=9780773762507) Guide for Businesses and
QOrganizations on the Personal Information Protection Act (Alberta)
https:ffwww oipc ab.ca/media/383666/guide_for_businesses_on_pipa_nov2008 pdf

RD-16 approach -
investigations

B.C.PIPA, section 53

(httpriwww bclaws.calivixidocument/fidiconsol 17/consol17/00_03063_01#section53) A
Guide to B.C's Personal Information Protection Act for Businesses and Organizations.
https:ffwww oipc bc cafguidance-documents/1438

RD-15 BC approach

Review Requirement Details.
6. Select either Applicable or Not Applicable in the Applicability Assessment field.

If you
Then
selected
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a. In the Requirement Owner and Requirement Delegate (if
Applicable
applicable) fields, start typing to display a list of available options,
then select the relevant user and/or user group.

b. Optional: Click View Requirement Profile to view this
assessment's Requirement Profile report, which summarizes all
information about the requirement as well as its attached controls
and issues.

c. Click Send for Risk Assessment. The Requirement Owner will get

an email that a requirement has been assigned to them.

Applicability Assessment

Applicability Asses

Assign Requirement Owner

Requirement Owner

ARCHIVE 'SEND FOR RISK ASSESSMENT

An applicable requirement.

a. Enter your reason for marking this requirement Not Applicable in
Not

Applicable the Rationale for Not Applicable field.

b. Click Requirement Not Applicable. The Requirement will move to
the Not Applicable workflow state and can be viewed in the
Reports application. Note: Only the Compliance Team can reassess

a requirement when it's deemed inapplicable.

Applicability Assessment

Re:

pplicable @ Not Appicable

Rationale for Not Applicable

ARCHIVE REQUIREMENT NOT

APPLICABLE

Marking a requirement as Not Applicable.



